Les données personnelles sur Internet

**Voix off**

C’est une petite case que l’on coche à quasi chaque utilisation d’Internet : « je consens au partage de mes données personnelles ». Mais pourquoi ces plateformes veulent-elles nos données et à quoi peuvent-elles leur servir ? Les données personnelles, c’est toutes les informations mises en ligne qui permettent d’identifier une personne : une adresse, une liste de contacts ou simplement l’expression d’un centre d’intérêt. Recoupées entre elles, les données permettent d’établir un profil. Une personne malintentionnée peut ensuite usurper une identité et utiliser ses données bancaires ou médicales. Mais plus que les cybercriminels, ce sont les grandes entreprises qui veulent nos informations personnelles. Réunies dans une vaste base de données, elles leur permettent d’établir un meilleur ciblage publicitaire et donc d’influencer nos achats. Acheter un sac à main sous l’influence de publicités répétées, ce n’est pas si grave que ça. Mais au-delà de la portée économique, l’enjeu est aussi démocratique, comme lors de l’affaire Cambridge Analytica. L’entreprise a collecté les données de millions d’utilisateurs pour tenter d’influencer les élections américaines. Nos données servent aussi à nourrir les intelligences artificielles. C’est le cas de la société Clearview AI. Elle collecte illégalement sur les réseaux sociaux plus de 30 milliards d’images et s’en sert pour créer un outil de reconnaissance faciale qu’elle vend, entre autres, aux forces de l’ordre américaines. Les conséquences judiciaires peuvent être majeures. Après avoir simplement posté une photo de famille sur Instagram, des citoyens lambda peuvent se retrouver dans les fichiers du FBI. Bref, pour ne pas se faire manipuler, il faut fermer la porte de sa maison à clé, car partager ses données sans contrainte revient à laisser des inconnus rentrer chez soi.